
:اسم المستشفى

:التاريخ

 نعم: يوجد أجهزة متأثرة بالمستشفى ضمن القائمة

                                                           لا

 

NCMDR Weekly Update

.	الإشعارات	المظللة	بالأصفر	تشير	الى	سحب	او	إتلاف	جهاز	طبي	•

الموزعين	في	هذا	التقرير	قد	يختلفون	عن	الممثلين/الممثلين	القانونين	•	

.الموزعين	الذين	تتعاملون	معهم/القانونين

في	الجهة	اليسرى	من	التقرير	تشير	إلى	ان	اشعار	(#)	هذه	العلامة		•

.(ECRI)انذار	السلامة	من	منظمة	

.	لمعرفة	الطراز	او	الارقام	التسلسلية	افتح	الروابط	او	المرفقات	•

WU1924Report Reference Number: WU1924:للتقرير المرجعي الرقم

عزيزي،

يقوم	المركز	الوطني	لبلاغات	الأجهزة	والمنتجات	الطبية

بإرسال	تقرير	اسبوعي	عن	آخر	اشعارات	إنذارات	السلامة

الاستدعاءات	للأجهزة	والمستلزمات	الطبية	المنشورة	على/	

موقع	الهيئة	العامة	للغذاء	والدواء

Dear,
NCMDR team send a weekly update every week 
containing the latest Field Safety Corrective 
Action/Recalls of medical devices/products on 
SFDA website. 

* Role of NCMDR officer:

• 	Disseminate and share the information with other 
Departments within healthcare facility and Ensuring 
that the healthcare facility is free of any affected 
device/product.
• 	Communicate with NCMDR Team and Authorized 
Representative of the manufacturer if there is any 
affected device/product.

Hospital name:

Date:

Hospital affected by any medical device/product in this 
report: Yes
              No

•	 The yellow highlights Indicates that medical devices 
subject to removal and/ or destroyed action.
•	 NCMDR Team Recommend ensuring the listed Authorized 
representative/Distributer in this report as they may differ 
from the Authorized representative/Distributer you are 
dealing with
•	 The sign (#) on the left side of the FSN's indicates that the 
source of this FSN is ECRI.
•	 Open the links or attachments to find the affected product 
identifier, models, serial numbers or codes.

:مسؤولية	ضابط	الاتصال*	

الأقسام	المختلفة	داخل	المنشأة	الصحية/	التعميم	على	الإدارات		•

مستلزم	طبي	متأثر	بأي	من/والتأكد	من	خلوها	من	أي	جهاز

.إشعارات	إنذارات	السلامة

التواصل	مع	المركز	الوطني	لبلاغات	الأجهزة	والمنتجات	•

الطبية	ومع	الممثل	القانوني	للمصنع	في	حالة	وجود

.مستلزم	طبي	متأثر	بأي	من	إشعارات	إنذارات	السلامة/جهاز

11-Jun-19

نأمل الرد على تقرير المركز الوطني لبلاغات الاجهزة و* 

.المنتجات الطبية في حالتي التأثر أو عدم التأثر

* Kindly respond to the NCMDR weekly report in 
both cases either you are affected or not affected.
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Dear, 
NCMDR team is pleased to inform you that        new FSCA/recalls for medical devices and 
products posted on                         for the period of                           to                                In order 
to view more details, click the links or attachments 

 

SFDA website

الدواء و للغذاء العامة الهيئة موقع

25

11-Jun-19NCMDR Weekly Update

03-Jun-1909-Jun-19

25

03-Jun-19 09-Jun-19

MedicalDevice Manufacturer Authorized Representative 

/Distributer 

Affected Yes/NoLink

Anaesthetic and respiratory devices

SERVO-i 

Ventilators

MAQUET Inc Gulf Medical Co.#

Assistive products for persons with disability

Body-Weight 

Support Light 

(BWS-L)

Motek Medical B.V N/A https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

J623 Power 

Wheel Chairs 

("Jazzy 623") 

fitted with 

Dynamic Controls 

Shark Power 

Module

Pride Mobility 

Products Ltd

alsandross international https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

all.aspx?caid=10&rid=1

4396

Diagnostic and therapeutic radiation devices

Philips Access CT 

Systems

Philips Healthcare Philips Healthcare Saudi Arabia 

Ltd.

https://ncmdr.sfda.gov.s

Philips Incisive 

Computed 

Tomography x-

ray system     ,

Philips Healthcare Philips Healthcare Saudi Arabia 

Ltd.

https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

all.aspx?caid=10&rid=1

Electro mechanical medical devices
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https://www.sfda.gov.sa/ar/medicaldevices/Pages/weeklyAlert.aspx
https://www.sfda.gov.sa/ar/medicaldevices/Pages/weeklyAlert.aspx
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14390
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=10&rid=14396
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14388
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=10&rid=14399



[High Priority ] - A32613 : Maquet—SERVO-i Ventilators: Catheter May Be Labeled with Incorrect Expiration Date


[High Priority ] - A32613 : Maquet—SERVO-i Ventilators: Catheter May Be Labeled with Incorrect
Expiration Date
Medical Device Ongoing Action
Published: Thursday, May 30, 2019


UMDNS Terms:
•  Ventilators, Intensive Care  [17429]
•  Ventilators, Noninvasive Positive Pressure  [20746]
•  Ventilators, Intensive Care, Neonatal/Pediatric  [14361]


Product Identifier:
[Capital Equipment, Consumable]


Product
MAQUET Medical Systems
USA A Getinge Group Co
Product No.


UDI Lot No.


6 Fr/49 cm EDI Catheters used
with SERVO-i Ventilator
Systems


6685775 6685775: 07325710002100 92265355


Geographic Regions: (Impact in additional regions has not been identified or ruled out at the time of this posting), Austria, France, Poland, U.S.


Manufacturer(s): MAQUET Medical Systems USA A Getinge Group Co45 Barbour Pond Dr, Wayne, NJ 07470, United States


Suggested Distribution: Clinical/Biomedical Engineering, Critical Care, Nursing, Pediatrics, Pulmonology/Respiratory Therapy, NICU, Materials
Management


Problem: FDA's Center for Devices and Radiological Health (CDRH) states that the above products may be labeled with an incorrect expiration date.
FDA's CDRH also states that Maquet initiated a recall by letter on March 20, 2019. The manufacturer has not confirmed the information provided in the
source material.


Action Needed:
Identify, isolate, and discontinue use of any affected product in your inventory. If you have affected product, verify that you have received the letter from
Maquet. Contact the Maquet customer service department using the instructions below to request a return authorization (RMA) and shipping instructions
for returning affected product.
For Further Information:
Maquet customer service
Tel.: (888) 627-8383 (select option 2, then option 3), 6 a.m. to 5 p.m. Pacific time, Monday through Friday
Website: Click here


References:
● United States. Food and Drug Administration. Center for Devices and Radiological Health. Class 3 device recall Servol [sic] ventilator


system EDI catheter [online]. 2019 Apr 25 [cited 2019 May 27]. Available from Internet: Click here .


Comments:


● This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 May 2. FDA CDRH Database. Class III. Z-1221-2019 Download


www.ecri.org . Printed from Health Devices Alerts on Monday, June 3, 2019 Page 1


©2019 ECRI Institute
5200 Butler Pike, Plymouth Meeting, PA 19462-1298, USA
May be reproduced by subscribing institution for internal distribution only.



https://www.maquet.com/int/contact/

https://www.accessdata.fda.gov/scripts/cdrh/cfdocs/cfRES/res.cfm?id=171777

https://www.accessdata.fda.gov/scripts/cdrh/cfdocs/cfRES/res.cfm?id=171777

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/192196/20190425MaquetSERVO-iVentilatorCDRH.pdf



(A32613) Maquet-SERVO-i.pdf



MedicalDevice Manufacturer Authorized Representative 

/Distributer 

Affected Yes/NoLink

Autoclavable 

Internal Handles 

with Integrated 

and Removable 

Paddles

ZOLL Medical Corp Arabian Health Care Supply Co. 

(AHCSC)

#

EPi-Sense 

Coagulation 

Systems with 

VisiTrax

AtriCure, Inc. Al Shoumoukh Trading for 

Technical and Medical Supplies

#

Holter System 

V1.22&V1.23 

Analysis Software

Edan Instruments Inc Regulatory Standards https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

Pro-padz Liquid 

Gel Radiolucent 

Electrodes Used 

with ZOLL R, M, E, 

and X Series 

Defibrillators

ZOLL Medical Corp Arabian Health Care Supply Co. 

(AHCSC)

#

Healthcare facility products and adaptations

HyLED Surgical 

Light Series 7, 8 

and 9

Nanjing Mindray Bio-

Medical Electronics 

Co., Ltd.

ATTIEH MEDICO LTD https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

In vitro diagnostic devices

Filter-Tips, 1500 

µl (1024) used 

with 

QIAsymphony 

SP/AS 

Instruments   ,

QIAGEN Ltd ABDULLA FOUAD HOLDING 

COMPANY

https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

all.aspx?caid=10&rid=1

4400

UniCel DxH 

800/600/900 

Coulter Cellular 

Analysis System.

Beckman Coulter Al-Jeel Medical & Trading Co. 

LTD

https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

all.aspx?caid=10&rid=1

Medical software

Various Systems 

Running 

Windows 7 and 

Windows 2008

Philips Healthcare Philips Healthcare Saudi Arabia 

Ltd.

#

Various Systems 

Using Remote 

Desktop Services 

for Microsoft 

Windows 

Operating 

Systems

Becton Dickinson & 

Co. (BD)

Becton Dickinson B.V.#
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https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14394
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=10&rid=14397
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=10&rid=14400
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=10&rid=14395



[High Priority ] - A32793 : ZOLL—Pro-padz Liquid Gel Radiolucent Electrodes Used with ZOLL R, M, E, and X Series Defibrillators: May Prevent
Delivery of Defibrillation or Pacing Therapy


[High Priority ] - A32793 : ZOLL—Pro-padz Liquid Gel Radiolucent Electrodes Used with ZOLL R, M,
E, and X Series Defibrillators: May Prevent Delivery of Defibrillation or Pacing Therapy
Medical Device Ongoing Action
Published: Monday, June 3, 2019


UMDNS Terms:
•  Electrodes, Cardiac, External Defibrillator [15033]
•  Defibrillator/Cardioverters  [18502]


Product Identifier:
[Capital Equipment, Consumable]


Product ZOLL Medical Corp
Part No. Lot No.


Pro-padz Liquid Gel Radiolucent Electrodes used with R,
M, E, and X Series Defibrillators


8900-2105-01, 8900-2106-01 1719, 1719A, 1819


Geographic Regions: Canada, France, &#160;Germany, Italy, &#160;U.S.


Manufacturer(s): ZOLL Medical Corp269 Mill Rd, Chelmsford, MA 01824-4105, United States


Suggested Distribution: Cardiology/Cardiac Catheterization Laboratory, Clinical/Biomedical Engineering, Critical Care, Emergency/Outpatient
Services, Nursing, OR/Surgery, EMS/Transport, Materials Management


Problem:
�In a May 28, 2019, Urgent Device Correction letter submitted by an ECRI Institute member hospital, ZOLL states that the above electrodes used with
ZOLL R Series, M Series, E Series, and X Series defibrillators may have been assembled incorrectly, potentially causing the defibrillators to display a
"Check Pads" or "Pads Off" message and prevent the defibrillator from delivering therapy. ZOLL also states that there is no visual indication to the user
on the electrodes that the product is not assembled correctly.


Action Needed:
�Identify, isolate, and discontinue use of any affected product in your inventory. If you have affected product, verify that you have received the May 28,
2019, Urgent Device Correction letter and Response Form from ZOLL. Complete the Response Form, and return it to ZOLL. A ZOLL representative will
contact your facility to coordinate the return and replacement of affected electrodes. Notify all relevant personnel at your facility of the information in the
letter.
For Further Information:
ZOLL technical support department
Tel.: (800) 348-9011 or (978) 421-9460
Website: Click here
Comments:


● �This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 Jun 3. Member Hospital. May 28, 2019, ZOLL letter submitted by an ECRI Institute member hospital Download
● 2019 Jun 3. Manufacturer. The manufacturer has confirmed the information provided in the source material.
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https://www.zoll.com/contact

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/193881/20190528ZollProPadzLiquidGelElectrodesClient_Redacted.pdf



(A32793) ZOLL-Pro-padz.pdf




[Critical Priority ] - A32830 : ZOLL—Autoclavable Internal Handles with Integrated and Removable Paddles: �May Fail to Deliver Shock to Patient Because
of Non-Functional Activation Button/Switch


[Critical Priority ] - A32830 : ZOLL—Autoclavable Internal Handles with Integrated and Removable
Paddles: �May Fail to Deliver Shock to Patient Because of Non-Functional Activation Button/Switch
Medical Device Ongoing Action
Published: Friday, June 7, 2019


UMDNS Terms:
•  Electrical Conductive Pads, Defibrillator Paddle [11130]
•  Defibrillator/Cardioverters  [18502]


Product Identifier:
[Capital Equipment, Consumable]


Product ZOLL Medical Corp
Part No.


Autoclavable Internal Handles with Integrated Paddles used with ZOLL
Defibrillators


8011-0139-xx


Autoclavable Internal Handles with Removable Paddles used with ZOLL
Defibrillators


8011-0501-xx


Geographic Regions: �(Impact in additional regions has not been identified or ruled out at the time of this posting), U.S.


Manufacturer(s): ZOLL Medical Corp269 Mill Rd, Chelmsford, MA 01824-4105, United States


Suggested Distribution: Cardiology/Cardiac Catheterization Laboratory, Clinical/Biomedical Engineering, Critical Care, Emergency/Outpatient
Services, Nursing, OR/Surgery, EMS/Transport, Materials Management


Problem:
�In a June 3, 2019, Technical Information letter submitted by ECRI Institute member hospitals, ZOLL states that it has received reports that the
above internal handles my fail to deliver a shock to patients because of a non-functional activation button/switch. ZOLL also states that improper device
maintenance may have contributed to the reported events. The manufacturer has not confirmed the information provided in the source material.


Action Needed:
�Identify any affected handles in your inventory. If you have affected handles, verify that you have received the June 3, 2019, Technical Information
letter from ZOLL. To prevent the above problem, ZOLL recommends the following actions regarding cleaning and sterilization protocols:
Cleaning and sterilization protocols among ZOLL internal handle sets and other medical devices differ significantly. To ensure the internal handles will
be ready for clinical use, it is important that the operator's guide for the specific device be followed. To ensure the integrity of the internal handle set, the
operator's guide instructs users to perform a functional test before each use (see the "Verification of Operation Prior to Use" section of the applicable
operator's guide). A backup set of autoclavable internal handles should be available at all times. Note the following key points regarding device
maintenance and sterilization:
Autoclavable Internal Handle with Integrated Paddles (8011-0139-xx):


● Capable of withstanding 50 mechanical washing cycles.
● Ensure that the internal handles are wrapped properly before sterilization.
● Can be sterilized by either steam sterilization in a pre-vacuum autoclave according to the guidelines provided in the operator's guide or by


the STERRAD 100S/NX sterilization system.
● When using hand washing, they are capable of withstanding 100 STERRAD 100S/NX cycles or 100 steam sterilization cycles.


 
Autoclavable Internal Handles with Removable Paddles (8011-0501-xx):


● Must be hand washed. Do not subject them to ultrasonic or mechanical washing machines.
● Ensure that the internal handles are wrapped properly before sterilization.
● Can be sterilized by either steam sterilization in a pre-vacuum autoclave according to the guidelines provided in the operator's guide by the


STERRAD sterilization system.
Can withstand up to 100 steam sterilization cycles or 100 STER RAD sterilization cycles.


●  
The cleaning and sterilization processes outlined in the operator's guides have been validated to be effective in the disinfection of the above
handles. Users are responsible for qualifying any deviation from the recommended methods of processing. Improper sterilization and cleaning methods
including, but not limited to, excessive temperatures, sterilization exposure time, and drying time may cause device deformities, render the handles
unusable, and may result in inability to discharge. ZOLL recommends that healthcare facilities educate and confirm their staff understanding of proper
sterilization/cleaning methods and ensure that a device precheck is being conducted before each use. U.S. customers should report serious adverse events
or product quality problems relating to the use of affected product to FDA's MedWatch Adverse Event Reporting program by telephone at (800) 332-
1088, by fax at (800) 332-0178,  by mail (using postage-paid FDA Form 3500, available here ) at Food and Drug Administration, HF-2, 5600 Fishers
Lane, Rockville, MD 20852-9787; or online at the MedWatch website , and to the ZOLL technical service department by telephone using the
information below. If the device is associated with a reported event, return affected devices to ZOLL.
For Further Information:
ZOLL technical service department
Tel.: (800) 348-9011 or (978) 421-9460
Website: Click here
Comments:
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https://www.fda.gov/safety/medical-product-safety-information/forms-reporting-fda

https://www.fda.gov/safety/medwatch-fda-safety-information-and-adverse-event-reporting-program

https://www.fda.gov/safety/medwatch-fda-safety-information-and-adverse-event-reporting-program

https://www.zoll.com/contact





● �This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 Jun 7. Member Hospital. ZOLL letter submitted by an ECRI Institute member hospital Download
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http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/194193/20190603ZollAutoclavableInternalHandlesClient.pdf



(A32830 ) ZOLL-Autoclavable Internal Handles with Integrated and Removable Paddles.pdf




[High Priority ] - A32827 : Philips—Various Systems Running  Windows 7 and Windows 2008: �Vulnerability May Allow Attacker Access


[High Priority ] - A32827 : Philips—Various Systems Running  Windows 7 and Windows 2008:
�Vulnerability May Allow Attacker Access
Medical Device Ongoing Action
Published: Friday, June 7, 2019


UMDNS Terms:
•  Software [26709]


Product Identifier:
[Capital Equipment]


Various Philips Systems that use Remote Desktop Services for Microsoft Windows 7 and Windows 2008. See the attached Source Document for partial
list of affected systems.


Geographic Regions: ��(Impact in&#160;specific regions has not been identified or ruled out at the time of this posting), &#160;Worldwide


Manufacturer(s): Philips Healthcare3000 Minuteman Rd, Andover, MA 01810, United States


Suggested Distribution: Clinical/Biomedical Engineering, Information Technology


Problem:
�In a May 15, 2019, Security Advisory, Philips states that it is aware of and currently monitoring a Microsoft Remote Desktop Services Remote Code
Execution vulnerability. Philips also states that an attacker who successfully exploits this vulnerability could execute arbitrary code on the target system.
An attacker could then install programs, view, change, or delete data, or create new accounts with full user rights. Philips further states that the Remote
Services Network (RSN, PRS) is fully protected against this vulnerability. The manufacturer has not confirmed the information provided in the source
material.


Action Needed:
�Identify any affected systems in your inventory. For a partial of affected systems, click here . If you have affected systems, verify that you have viewed
the May 15, 2019, Philips  Security Advisory . Philips is continuing to test and validate the Microsoft patch for Philips products that use Remote Desktop
Services. All changes of configuration or software to Philips products (including operating system security updates and patches) may be implemented
only in accordance with Philips's product-specific, verified and validated, authorized, and communicated customer procedures or field actions. If a
product requires operating system security updates, configuration changes, or other actions to be taken by the customer or by the Philips customer service
department, product-specific service documentation is produced by Philips product teams and made available to Philips service delivery platforms such
as the Philips InCenter Customer Portal. Once posted by Philips product teams, all of these materials are accessible to contract-entitled customers,
licensed representatives, and Philips customer service teams. Contract-entitled customers may use Philips InCenter and should request Philips InCenter
access and reference product-specific information posted. Do not disconnect the PRS; doing so may prevent Philips service teams from providing any
required immediate and proactive support, such as remote patching. Philips will use InCenter as the communication mechanism for necessary mitigation
or remediation of these vulnerabilities.
For Further Information:
Philips
Website: Click here


�References:
● Philips. Product Security. Security advisory. Microsoft remote desktop services remote code execution vulnerability [online]. 2019 May


15 [cited 2019 Jun 6]. Available from Internet: Click here .


Comments:


● �This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 Jun 6. Manufacturer. Philips Security Advisory Download


www.ecri.org . Printed from Health Devices Alerts on Sunday, June 9, 2019 Page 1


©2019 ECRI Institute
5200 Butler Pike, Plymouth Meeting, PA 19462-1298, USA
May be reproduced by subscribing institution for internal distribution only.



https://www.usa.philips.com/healthcare/about/customer-support/product-security

https://www.usa.philips.com/healthcare/about/customer-support/product-security

https://www.usa.philips.com/healthcare/about/customer-support/product-security

https://www.usa.philips.com/healthcare/about/customer-support/product-security

https://www.usa.philips.com/healthcare/about/contact

https://www.usa.philips.com/healthcare/about/customer-support/product-security

https://www.usa.philips.com/healthcare/about/customer-support/product-security

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/194129/20190515PhilipsSecurityAdvisory.pdf



(A32827) Philips-Various Systems Running Windows 7 and Windows 2008.pdf




[High Priority ] - A32740 : BD—Various Systems Using Remote Desktop Services for Microsoft Windows Operating Systems: Vulnerability May Allow Attacker Access


[High Priority ] - A32740 : BD—Various Systems Using Remote Desktop Services for Microsoft
Windows Operating Systems: Vulnerability May Allow Attacker Access
Medical Device Ongoing Action
Published: Thursday, May 30, 2019


UMDNS Terms:
•  Software [26709]


Product Identifier:
[Capital Equipment]


Various BD Systems that use Remote Desktop Services for Microsoft Windows XP, Windows 7, Windows 2003, and Windows 2008. See the attached
Source Document for full list of affected systems.


Geographic Regions: �(Impact in&#160;specific regions has not been identified or ruled out at the time of this posting), Worldwide


Manufacturer(s): BD1 Becton Dr, Franklin Lakes, NJ 07417-1884, United States


Suggested Distribution: Clinical/Biomedical Engineering, Information Technology


Problem:
In a May 15, 2019, Product Security Service Bulletin, BD states that it is aware of and currently monitoring a Remote Desktop Services Remote Code
Execution vulnerability, which was announced by Microsoft on May 14, 2019. This vulnerability affects any systems that use Remote Desktop Services
for Windows XP, Windows 7, Windows 2003 and Windows 2008 and can be exploited remotely, in default configuration, and without any
authentication. Remote Desktop Services must be able to communicate with the Remote Desktop Protocol (RDP) server to exploit this vulnerability. BD
also states that an attacker who successfully exploits this vulnerability could execute arbitrary code on the target system. An attacker could then install
programs, view, change, or delete data, or create new accounts with full user rights. Similar to the WannaCry malware, exploits to this vulnerability could
spread from vulnerable computer to vulnerable computer. The manufacturer has not confirmed the information provided in the source material.


Action Needed:
�Identify any affected systems in your inventory. For a list of affected systems, click here . If you have affected systems, verify that you have reviewed
the BD Product Security Service Bulletin . BD is continuing to test and validate the Microsoft patch for BD products that use Remote Desktop Services.
BD states that it has received no reports of this vulnerability being exploited on a BD product; however, the firm is working to test and validate the
Microsoft patch for BD products that use Remote Desktop Services. Additionally, BD recommends the following for systems that use Remote Desktop
Services and communicate with the RDP server for Windows XP, Windows 7, Windows 2003 and Windows 2008:


● Enable the Network Level Authentication (NLA) option in RDP server configuration.
● Ensure that data has been backed up and stored according to your individual processes and disaster recovery procedures.
● Execute updates to malware protection, where available.


Customers who maintain patches independent of BD automated delivery should ensure that these actions are performed as the acting responsible entity to
maintain the correct security posture of the system(s). Ensure that the Microsoft patches  have been applied. For procedures specific to your product or
site-specific concerns, contact your BD service representative. If you observe symptoms of this attack, disconnect your system from the network and
contact your BD service representative immediately.
 
For Further Information:
BD local service representative
Website:  Click here


�References:
● BD. Remote desktop services remote code executionvulnerability [online]. 2019 May 15 [cited 2019 May 30]. Available fromInternet: 


Clickhere .


Comments:


● �This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 May 30. Manufacturer. Download
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https://www.bd.com/en-us/support/product-security-and-privacy/product-security-bulletins/remote-desktop-services-remote-code-execution-vulnerability

https://www.bd.com/en-us/support/product-security-and-privacy/product-security-bulletins/remote-desktop-services-remote-code-execution-vulnerability

https://www.bd.com/en-us/support/product-security-and-privacy/product-security-bulletins/remote-desktop-services-remote-code-execution-vulnerability

https://www.bd.com/en-us/support/product-security-and-privacy/product-security-bulletins/remote-desktop-services-remote-code-execution-vulnerability

https://portal.msrc.microsoft.com/en-US/security-guidance/advisory/CVE-2019-0708

http://www.baxter.com/baxter_worldwide.html

http://www.bd.com/ds/contactUs/index.asp

http://www.bd.com/ds/contactUs/index.asp

https://www.bd.com/en-us/support/product-security-and-privacy/product-security-bulletins/remote-desktop-services-remote-code-execution-vulnerability

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/193776/20190515BDVariousRDSSystemsMfr.pdf
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[High Priority ] - A32823 : �AtriCure—EPi-Sense Coagulation Systems with VisiTrax: Sterility May Be Compromised


[High Priority ] - A32823 : �AtriCure—EPi-Sense Coagulation Systems with VisiTrax: Sterility May Be
Compromised
Medical Device Ongoing Action
Published: Friday, June 7, 2019


UMDNS Terms:
•  Radiofrequency Therapy Systems, Tissue Ablation, Cardiac [18608]


Product Identifier:
[Consumable]


Product AtriCure Inc
Model Catalog No. UDI Lot No.


Coagulation Systems (European
Configuration)


EPi-Sense with VisiTrax CDK-1413-EU 00818354015270 89208


Coagulations System EPi-Sense with VisiTrax CDK-1413 00818354015249 70638, 71332,
89208, 89938,
90624


Geographic Regions: Germany, The Netherlands, U.S.


Manufacturer(s): AtriCure Inc7555 Innovation Way, Mason, OH 45040, United States


Suggested Distribution: Cardiology/Cardiac Catheterization Laboratory, Clinical/Biomedical Engineering, Infection Control, OR/Surgery,
Materials Management


Problem:
�In May 29, 2019, Urgent Advisory Notice letters, AtriCure states that the sterile package seal of the above devices may be compromised. AtriCure also
states that use of product with a compromised sterile package seal has a worst-case reasonable harm of an infection. AtriCure further states that it has
received no reports of any adverse events related to this problem.


Action Needed:
�Identify and isolate any affected product in your inventory. AtriCure states that this action is complete in Europe. If you have affected product, verify
that you have received the May 29, 2019, Urgent Advisory Notice letter and Acknowledgment Form from AtriCure. To request a return goods
authorization (RGA), contact AtriCure by telephone at (866) 349-2342 (select option 6) or by e-mail at pcomplaints@atricure.com . Regardless of
whether you have affected product, complete the Acknowledgment Form and return it to AtriCure using the instructions on the form. U.S. customers
should report adverse events or product quality problems relating to the use of affected product to FDA’s MedWatch Adverse Event Reporting program
by telephone at (800) 332-1088; by fax at (800) 332-0178; by mail (using postage-paid FDA Form 3500, available here ) at Food and Drug
Administration, HF-2, 5600 Fishers Lane, Rockville, MD 20852-9787; or online at the MedWatch website .
For Further Information:
Rob Cantu, AtriCure vice president of quality
Tel.: (513) 644-4245, 9 a.m. to 6 p.m. Eastern time, Monday through Friday
AtriCure customer service department
Tel.: (866) 349-2342
Website: Click here


�References:
● Germany. Federal Institute for Drugs and Medical Devices. Urgent field safety notice for EPi-Sense coagulation system with Visitrax by


AtriCure, Inc.—Mason [online]. 2019 Jun 4 [cited 2019 Jun 5]. Available from Internet: Click here .


Comments:


● �This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 Jun 5. BfArM (Germany). 07334/19 Download
● 2019 Jun 5. BfArM (Germany). (includes reply form) Download
● 2019 Jun 5. Manufacturer Letter. May 29, 2019, U.S. letter (includes reply form) Download
● 2019 Jun 5. Manufacturer. The manufacturer confirmed the information provided in the source material.
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https://www.fda.gov/safety/medical-product-safety-information/forms-reporting-fda

https://www.fda.gov/safety/medwatch-fda-safety-information-and-adverse-event-reporting-program

https://www.fda.gov/safety/medwatch-fda-safety-information-and-adverse-event-reporting-program

https://www.atricure.com/contact-us

https://www.bfarm.de/SharedDocs/Kundeninfos/EN/10/2019/07334-19_kundeninfo_en.html

https://www.bfarm.de/SharedDocs/Kundeninfos/EN/10/2019/07334-19_kundeninfo_en.html

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/194026/20190604AtriCureEPiSenseCoagulationBfArMCover.pdf

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/194027/20190529AtriCureEPiSenseCoagulationBfArM.pdf

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/194060/20190529AtriCureEPiSenseCoagulationMFR.pdf
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MedicalDevice Manufacturer Authorized Representative 

/Distributer 

Affected Yes/NoLink

Non-active implantable devices

care&serve| 

premium| 

wooden tongue 

depressor | natural

WIROS Wilfried 

Resbach GmbH

N/A https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

all.aspx?caid=6&rid=14

Cera Vascular 

Plug System

Lifetech Scientific 

(Shenzhen) Co., Ltd.

Ameesa Medical Instruments https://ncmdr.sfda.gov.s

Implant Inserter S. 

Connection

EIT Emerging Implant 

Technologies GmbH

N/A https://ncmdr.sfda.gov.s

SoloPath 

Expandable 

Transfemoral 

Systems and 

SoloPath Re-

Collapsible 

Balloon Access 

Systems

Terumo Medical Corp.. Al-Jeel Medical & Trading Co. 

LTD

#

Ophthalmic and optical devices

Brilliant Peel Fluoron GmbH Gulf Medical Co.https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14392

Single-use devices

Advance Enforcer 

35 Focal Force 

PTA Balloon 

Catheters

Cook Medical Majal Care for Trading Est.#

Codan Extension 

Set

CODAN Medizinische 

Geraete GmbH & Co 

Alwan Alnoor Trading Est. https://ncmdr.sfda.gov.s

LimiTorr Volume 

Limiting External 

CSF Drainage and 

Monitoring 

Systems

Integra LifeSciences Bio Standards https://ncmdr.sfda.gov.s

a/Secure/CA/CaViewRec

all.aspx?caid=10&rid=1

4338

Microtainer Tubes 

with Microgard 

Closure

BD Biosciences Becton Dickinson B.V.#

Sinapi Chest 

Drainage Range

Primed Halberstadt 

Medizintechnik GmbH

Al-Kawader Scientific 

Establishment

https://ncmdr.sfda.gov.s

SmartSite Syringe 

Administration 

Sets

Becton Dickinson & 

Co. (BD)

Becton Dickinson B.V.#
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https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14386
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14391
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14393
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14392
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=10&rid=14398
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=10&rid=14338
https://ncmdr.sfda.gov.sa/Secure/CA/CaViewRecall.aspx?caid=6&rid=14387



[Critical Priority ] - A32636 02 : Terumo—SoloPath Expandable Transfemoral Systems, SoloPath Re-Collapsible Balloon Access Systems, and SJM Portico Solo
             Re-Collapsible Access Systems: Tip May Dislodge from Outer Diameter of Sheath, Potentially Resulting in Vascular Damage
[FDA Class I] [Update]


[Critical Priority ] - A32636 02 : Terumo—SoloPath Expandable Transfemoral Systems, SoloPath Re-
Collapsible Balloon Access Systems, and SJM Portico Solo Re-Collapsible Access Systems: Tip May
Dislodge from Outer Diameter of Sheath, Potentially Resulting in Vascular Damage [FDA Class I]
[Update]
Medical Device Ongoing Action
Published: Friday, May 31, 2019


UMDNS Terms:
•  Catheters, Vascular, Guiding [17846]


Product Identifier:
[Consumable]


*This recall includes all Portico Solo Products, which Terumo Medical Corporation manufactures for St Jude Medical, a subsidiary of Abbott
Laboratories and which are distributed only outside the U.S.


Product Terumo Medical Corp
Model No. Lot No.


SoloPath Balloon Expandable Transfemoral Systems STFI-1425, STFI-1435, STFI-1625, STFI-1635, STFI-
1825, STFI-1835, STFI-1925, STFI-1935, STFI-2125,
STFI-2135


UG22, UG22, UG22, UG22, UG22, UG22A,
UG28A, UH27, UH27A, UH28, UH29, UH29,
UH29, UH29, UK02, UK26, UK26, UK30, UL14,
UL14, UL14, UL28, UL28, UN16, UN28, UN28,
UP20, UP20, VA05, VA13, VA19, VA20, VA25,
VC15, VC15, VD09, VD09, VF31, VG02, VG07,
VG22, VG22, VG26, VH21, VH27, VH28, VH31,
VK21, VK29, VL06, VL28, VM19, VM24,
VM24, VN17, VN21, VN30, VP07, VP13, WG13,
WG13, WG13, WK30, WL28, WM31,
WN07WP12, XA30


SoloPath Re-Collapsible Balloon Access Systems SR-1925, SR-1935, SR-2025, SR-2035, SR-2225, SR-
2235, SR-2425, SR-2435


VF31, VG02, VG06, VG07, VG09, VG13, VG14,
VG16, VG26, VH21, VH21, VH27, VH27, VK04,
VK07, VK29, VL14, VL18, VL20, VL28, VL29,
VN29, VP18, WA25, WD02, WE25, WE25,
WF09, WH23, WK01, WK01, WK09, WL14,
WN07, WP05, WP05, XA09XA09, XA09, XA30


SJM Portico Solo Re-Collapsible Access Systems* PRTSOLO-19, PRTSOLO-20 VG05, VG09, VG21, VG29, VH28, VK09, VK18,
VL25, VM11, VM20, VN08, VN17, VN27, VP07,
WM03, WM03, WM17, WM31


Geographic Regions: Asia, Australia, Canada, Europe, Israel, South/Latin America, U.K., U.S.


Manufacturer(s): Terumo Medical Corp950 Elkton Blvd., Elkton, MD 21921, United States 


Suggested Distribution: Cardiology/Cardiac Catheterization Laboratory, OR/Surgery, Materials Management


Summary:
Update Reason: Additional Product Identifier information. This Alert provides new information based on FDA Center for Devices and Radiological
Health Center (CDRH) source material and manufacturer correspondence regarding Alerts A32636  and A32636 01 .
 
Problem:
In an April 17, 2019, Urgent Medical Device Recall letter submitted by ECRI Institute member hospitals, Terumo states that it has received reports of the
tip dislodging from the outer diameter of the sheath in the above systems, resulting in loss of smooth transition from the surface of the tip to the outer
surface of the expandable sheath and is voluntarily recalling affected systems. Terumo also states that it has also received two reports of serious injury
from vascular damage associated with this problem. Terumo further states that it is discontinuing the above systems because of declining demand;
however, the field action has accelerated the discontinuation timeline.
 


Action Needed:
The following actions are those listed in Alert A32636 . Identify, isolate, and discontinue use of any affected product in your inventory. If you have
affected product, verify that you have received the Urgent Medical Device Recall letter and Medical Device Recall Response Form from Terumo.
Regardless of whether you have affected product, complete the Medical Device Recall Response Form and return it to Terumo using the information on
the form. To arrange for product return and to obtain credit, contact Stericycle by telephone at (855) 205-2627 or by e-mail at 
terumo10082@stericlycle.com , referencing event number 10082. Notify all relevant personnel at your facility of the information in the letter, and
forward a copy of the letter to any facility to which you have further distributed affected product. U.S. customers should report serious adverse events or
product quality problems relating to the use of affected product to FDA's MedWatch Adverse Event Reporting program by telephone at (800) 332-1088;
by fax at (800) 332-0178; by mail (using postage-paid FDA Form 3500, available here ) at Food and Drug Administration, HF-2, 5600 Fishers Lane,
Rockville, MD 20852-9787; or online at the MedWatch website .
 
For Further Information:
Terumo customer service team
Tel.: (800) 888-3786
Website: Click here


References:
United States:
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www.ecri.org/Components/Alerts/Pages/TrackingUser/AlertDisplay.aspx?AId=1638777

www.ecri.org/Components/Alerts/Pages/TrackingUser/AlertDisplay.aspx?AId=1638726

www.ecri.org/Components/Alerts/Pages/TrackingUser/AlertDisplay.aspx?AId=1638726

mailto:terumo10082@stericlycle.com

http://www.fda.gov/Safety/MedWatch/HowToReport/DownloadForms/default.htm

http://www.fda.gov/Safety/MedWatch/default.htm

http://www.fda.gov/Safety/MedWatch/default.htm

https://www.terumobct.com/contact-us?showAddresses=true





● Food and Drug Administration. Center for Devices and Radiological Health. Medical device recalls. Event ID: 82705. Terumo Medical
Corporation [online]. 2019 May 28 [cited 2019 May 30]. Available from Internet: Click here .


● Food and Drug Administration. Medical device safety. Terumo Medical Corporation recalls SOLOPATH® balloon expandable transfemoral
system and re-collapsible balloon access system due to dislodgement of the fairing tip from the sheath [online]. 2019 May 30 [cited 2019
May 31]. Available from Internet: Click here .


Comments:


● �This alert is a living document and may be updated when ECRI Institute receives additional information. 


Source(s):


● 2019 May 30. FDA CDRH Database. Class I. Z-1374-2019; Z1375/1376-2019 Download
● 2019 May 30. Member Hospital. Terumo letter submitted by ECRI Institute member hospitals. Recall No. 10082 (includes reply 


form) Download
● 2019 May 31. Manufacturer. The manufacturer confirmed the information provided in the source material.
● 2019 May 31. FDA. Class I. Medical Device Safety Download
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[High Priority ] - A32836 : Cook—Advance Enforcer 35 Focal Force PTA Balloon Catheters: Balloon May Burst below Rated Burst Pressure


[High Priority ] - A32836 : Cook—Advance Enforcer 35 Focal Force PTA Balloon Catheters: Balloon
May Burst below Rated Burst Pressure
Medical Device Ongoing Action
Published: Friday, June 7, 2019


UMDNS Terms:
•  Catheters, Vascular, Angioplasty, Balloon [17184]


Product Identifier:
[Consumable]


Product Cook Medical
Reference No. Order No. Lot No.


Advance Enforcer 35 Focal Force Percutaneous
Transluminal Angioplasty (PTA) Balloon
Catheters


ASB5-35-50-6-4 G35248 9234424, 9331618


ASB5-35-80-6-4 G35252 9212015, 9243035, 9320430,
9386804


ASB5-35-135-6-4 G35257 9338194, 9234423, 9278982,
9209468, 9248603, 9320429


Geographic Regions: Belgium, Denmark, Finland, Germany, Italy, The Netherlands, Norway, Poland, South Africa, Spain, Sweden, Switzerland,
United Arab Emirates, U.K., &#160;U.S.


Manufacturer(s): Cook Medical750 Daniels Way, PO Box 489, Bloomington, IN 47402-1608, United States


Suggested Distribution: Cardiology/Cardiac Catheterization Laboratory, Nursing, OR/Surgery, Materials Management


Problem:
�In an May 24, 2019, Urgent Medical Device Recall letter submitted by an ECRI Institute member hospital, Cook states that it has received five reports
of balloons bursting below the rated burst pressure on the above catheters. Cook also states that this problem could cause a delay in procedure, vessel
injury, and balloon fragmentation in the patient and and necessitate additional intervention.


Action Needed:
Identify, isolate, and discontinue use of any affected product in your inventory. If you have affected product, verify that you have received the May 24,
2018, Urgent Medical Device Recall letter and Acknowledgment and Receipt Form from Cook. Regardless of whether you have affected product,
complete the Acknowledgment and Receipt Form and return it to Cook using the information in the letter. Return affected product, along with a copy of
the Acknowledgment and Receipt Form, to Cook for credit using the information on the form. Report any adverse events related to use of affected
product to the Cook Medical customer relations department using the information below. U.S. customers should also report any problems with affected
product to FDA’s MedWatch Adverse Event Reporting program by telephone at (800) 332-1088; by mail (using postage-paid FDA Form 3500, available 
here ) at Food and Drug Administration, 5600 Fishers Lane, Rockville, MD 20852-9787; or online at the MedWatch website . Notify all relevant
personnel at your facility of the information in the letter, and forward a copy of the letter to any facility to which you have further distributed affected
product.
For Further Information:
Cook Medical customer relations department
Tel.: (800) 457-4500 (select option 5, then ext. 151090) or (812) 339-2235, 7:30 a.m. to 5 p.m. Eastern time, Monday through Friday
E-mail: CustomerRelationsNA@cookmedical.com
Website: Click here
Comments:


● �This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 Jun 7. Member Hospital. Cook letter submitted by ECRI Institute member hospital (includes reply form) Download
● 2019 Jun 7. Manufacturer. Manufacturer confirmed information
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(A32836) Cook-Advance Enforcer 35 Focal Force PTA Balloon Catheters.pdf




[High Priority ] - A32832 : BD—Microtainer Tubes with Microgard Closure: May Have Reduced or No Additive within Tube Reservoir


[High Priority ] - A32832 : BD—Microtainer Tubes with Microgard Closure: May Have Reduced or No
Additive within Tube Reservoir
Medical Device Ongoing Action
Published: Friday, June 7, 2019


UMDNS Terms:
•  Tubes, Blood Collection [14183]


Product Identifier:
[Consumable]


For UDI numbers, see the letter.


Product BD
Catalog No. Lot No. Expiration Date


Microtainer Tubes with Microgard
Closure and K2EDTA Additive,
Lavender Closure, 250-500 uL Fill
Volume


365974 9017591, 9017593 2020 Jun 30


365974 9052823 2020 Jul 31


Geographic Regions: (Impact in additional regions has not been identified or ruled out at the time of this posting), U.S.


Manufacturer(s): BD1 Becton Dr, Franklin Lakes, NJ 07417-1884, United States


Suggested Distribution: Clinical Laboratory/Pathology, Nursing, Phlebotomy, Materials Management


Problem:
In a June 3, 2019, Urgent Medical Device Recall letter submitted by an ECRI Institute member hospital, BD states that the above tubes may have reduced
or no additive within the tube reservoir, potentially leading to the K2EDTA additive developing visible clots within the tube samples or micro clots that
are not easily detected during visual inspection of the tubes. A clotted sample may necessitate recollection of samples or retesting of patients, potentially
delaying the reporting of test results and patient treatment. BD also states that if a micro clot is undetected, it may contribute to inaccurate cell counts
including platelet and hemoglobin levels, which could potentially produce erroneous results that affect patient treatment. The manufacturer has not
confirmed the information provided in the source documents.


Action Needed:
Identify and destroy any affected product in your inventory. If you have affected product, verify that you have received the June 3, 2019, Urgent Medical
Device Recall letter and Customer Response/Destruction Form from BD. Regardless of whether you have affected product, complete the Customer
Response/Destruction Form and return it to BD using the instructions on the form. BD will provide your facility with replacement product. Inform all
relevant personnel at your facility of the information in the letter. Report any adverse events associated with the use of affected product to BD. U.S.
customers should also report adverse events or product quality problems relating to the use of affected product to FDA’s MedWatch Adverse Event
Reporting program by telephone at (800) 332-1088; by fax at (800) 332-0178; by mail (using postage-paid FDA Form 3500, available here ) at Food and
Drug Administration, HF-2, 5600 Fishers Lane, Rockville, MD 20852-9787; or online at the MedWatch website .
For Further Information:
BD customer quality department
Tel.: (888) 237-2762 (select option 3, then option 2), 8 a.m. to 5 p.m. Central time, Monday through Friday
Website: Click here
Comments:


● This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 Jun 6. Member Hospital. BD letter submitted by ECRI Institute member hospital (includes reply form) Download
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(A32832) BD-Microtainer Tubes with Microgard Closure.pdf




[Critical Priority ] - A32794 : BD—�SmartSite Syringe Administration Sets: May Leak


[Critical Priority ] - A32794 : BD—�SmartSite Syringe Administration Sets: May Leak
Medical Device Ongoing Action
Published: Monday, June 3, 2019


UMDNS Terms:
•  Infusion Pump Administration Sets [16579]


Product Identifier:
[Consumable]


Product CareFusion Alaris
Catalog No. UDI Lot No. Expiration Date


SmartSite Syringe
Administration Sets


10798696 50885403234352 18046218 2021 Apr 18


Geographic Regions: U.S.


Manufacturer(s): CareFusion Alaris3750 Torrey View Ct, San Diego, CA 92130-2622, United States


Suggested Distribution: Anesthesia, Critical Care, Emergency/Outpatient Services, Infection Control, Nursing, Obstetrics/Gynecology/Labor and
Delivery, OR/Surgery, NICU, IV Therapy, Materials Management


Problem:
In a February 28, 2019, Urgent Medical Device Recall letter submitted by an ECRI Institute member hospital, BD states that the above sets may leak,
potentially resulting in delay or interruption of infusion, underinfusion, contamination of the fluid path, and healthcare provider (HCP) exposure to
infusates. For a picture showing the location of the leaks, see the letter . BD further states that the risk of severe harm occuring could be high, primarily
when the product is used in neonatal intensive care unit (NICU) settings, where patients may be immunocompromised, where meidcations are considered
critical therapies, and where a loss of a small volume could be significant.


Action Needed:
�Identify and destroy any affected product in your inventory. Affected product was distributed beginning May 11, 2018. If you have affected product,
verify that you have received the February 28, 2019, Urgent Medical Device Recall letter and Customer Response Form from BD. Regardless of whether
you have affected product, complete the Customer Response Form and return it to BD. Inform all relevant personnel at your facility of the information in
the letter. U.S. customers should report serious adverse events or product quality problems relating to the use of affected product to FDA's MedWatch
Adverse Event Reporting program by telephone at (800) 332-1088; by fax at (800) 332-0178; by mail (using postage-paid FDA Form 3500, available 
here ) at Food and Drug Administration, HF-2, 5600 Fishers Lane, Rockville, MD 20852-9787; or online at the MedWatch website .
For Further Information:
BD regional customer quality department
Tel.: (888) 237-2762 (select option 3, then option 2), 8 a.m. to 5 p.m. Central time, Monday through Friday
Website: Click here  
Comments:


● This alert is a living document and may be updated when ECRI Institute receives additional information.


Source(s):


● 2019 May 31. Member Hospital. BD letter submitted by ECRI Institute member hospital (includes reply form) Download
● 2019 Jun 3. Manufacturer. Manufacturer confirmed information
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http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/193838/20190507BDSmartSiteSyringesClientRedacted.pdf?option=80F0607

http://www.fda.gov/Medwatch/getforms.htm

http://www.fda.gov/MedWatch/report.htm

http://www.fda.gov/MedWatch/report.htm

http://www.bd.com/support/contact/

http://www.bd.com/support/contact/

http://www.ecri.org/sites/alertscontent/Lists/SourceDocuments/Attachments/193838/20190507BDSmartSiteSyringesClientRedacted.pdf
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